
International Conference on

Contemporary Technological Solutions towards fulfillment of Social Needs

Aug–2018, Page – 38

Energy Efficient Probabilistic Routing over Sensor Network:
Survey

Akant Kumar Raghuwanshi, Dr. Virendra Singh Chaudhary

Department of Electronics & Communication Engineering,

RKDF University, Bhopal, India

Abstract: Sensor Network comprises of an expansive num-
ber of distributed Sensor Node, which are associated and
composed through multi-hop steering. Because of the pres-
ence of related data and excess in measuring data, data
messages can be joined and converged by performing data
aggregation work in the steering procedure. To diminish en-
ergy utilization is a noteworthy enhancement target of data
aggregation approaches, which can be accomplished by di-
minishing the mandatory correspondence load of steering.
The objective of this paper is to demonstrate a forefront
survey on clustering calculations announced in the writing
of sensor. This paper presents different energy effective clus-
tering calculations in sensor. From the hypothetical level,
an energy show is proposed to approve the advantages of
data aggregation on energy utilization. The key parameters
which may affect the aggregation execution are additionally
examined.
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I Introduction

Sensor Networks consist of specific number of nodes which
are capable of computation and communication among each
other deployed in remote areas to perform the specific task
for sensing and collecting the information with the limited
power supply from the batteries embedded in the nodes as
shown in Figure 1. Node having finite amount of memory
and energy. Each node has the capability to transfer and
receive the packets from other nodes that are present in its
range of access. The energy of the Sensor nodes is consumed
due to its abundant use in various applications and it is a
difficult task to recharge them frequently. Thus, the sensor
is need to be configured in such a way that the lifetime of the
network increases by effective utilization of nodes energy.

Sensor Node basically consists of batteries which has lim-
ited lifespan and irreplaceable [1]. Hence, the requirement
of low energy consumption by the Sensor nodes is one of the
most important issues to be taken into account to make net-
work lifetime longer which is only possible when we are able
to utilize the sensor nodes energy efficiently and saving it
as much as possible. In sensor since embedded batteries act
as the deciding factor for network lifespan which ultimately
leads most researchers to currently target in designing pro-

Figure 1: Scenario of Ad-Hoc Network

tocols and algorithms to make use of power in an efficient
manner as shown in Figure 2.

As the Sensor nodes are driven by low powered batter-
ies, reducing the energy consumption for data transmission
thereby improving the network lifetime has become an ac-
tive research area. To transmit the sensed data, different
approaches such as direct transmission, multi-hop routing
[2] and clustering are used. Among them, clustering enables
the utilization of energy to be spread as evenly as possible.
In clustering, the Sensor nodes are grouped into clusters.
For each cluster, a representative node referred to as clus-
ter head (CH) is elected for collecting data from all nodes
in the respective cluster. The collected information is then
aggregated and transmitted to the base station. In order to
efficiently manage clusters and the cluster heads and to re-
duce energy dissipation, several methods of clustering have
been proposed. Most of the proposed protocols like LEACH
[3] could achieve a significant overall energy dissipation sav-
ings when compared to direct transmission and multi-hop
routing. But LEACH does not consider residual energy of
the node and inter-relationship among the nodes. Because
of its random nature, the topology constantly changes which
can induce more dissipation of energy.
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Figure 2: Working of a General Ad-Hoc Network

II Background

In Sensors, routing techniques are categorized into differ-
ent types based on the underlying network structure. Some
of them are flat-based and cluster-based [4]. In flat based
routing, all nodes are assigned equal role of functionality.
However, flat based routings do not work well in large scale
Sensors. On the other hand, cluster based routing works
well in a large scale network as shown in Figure 3. Due to
the various advantages of cluster based routing like scalabil-
ity and efficient communication, it is one of the most used
routing technique in sensors. It could reduce energy con-
sumption for communication by localizing the data traffic
in the cluster. Therefore, several clustering algorithms were
introduced for efficient communication. Initially, a cluster
head is elected randomly. After the election of cluster head,
all the members present in the cluster send packets to it.
Cluster head aggregates the received data and forwards the
aggregated data to the base station. In case, the energy of
cluster head reaches a threshold (thr), it is replaced by a new
cluster head. The new cluster head is elected dynamically
based on residual energy of all the members in the cluster
and distance from the base station [5].

Most of the clustering based protocol comprises of two
phases namely set up phase and steady phase. These two
phases make one round and new clusters are organized in

Figure 3: (a) Source node S initiates the path (b) A RREP
sent back to the source

each round. LEACH (Low Energy Adaptive Clustering Hi-
erarchy) routing protocol is the most significant clustering
based routing protocol in the present scenario [6]. In set up
phase nodes elect themselves to be the cluster head (CH) for
the current round after random deployment in the desired
region. All nodes will generate a random number between
0 and 1 at the beginning of each round and if this ran-
dom number is lesser than the threshold value it becomes
CH for the particular round. Even though LEACH proto-
col provides lesser energy consumption for data transmission
comparing with other protocols like MTE, Direct communi-
cation and static clustering it has some restraint which pave
the way for further improvement. LEACH considered homo-
geneous energy nodes for all the rounds and also assumed
that all CHs have uniform energy dissipation and have the
same residual energy levels. Another disadvantage factor is
that LEACH set up phase makes selection of CH based on
the recent rounds CH nodes and the probability of being
CH which eventually leads to dead of network nodes faster
and unequal distribution of energy in the network due to
repeated selection of CH in consecutive round.

III Related Work

In this section we briefly report the existing clustering proto-
cols which are related to our layout. LEACH [3] is the most
prevalent clustering based hierarchical protocol and here the
CH use data aggregation techniques to reduce rate of energy
exhaustion while transmitting data to the BS. LEACH uses
random selection of CH based on the threshold condition
with distributed cluster organization and nodes get rotated
among each other to perform the responsibility of CH after
every round so that energy will be equally distributed in the
network. Even though LEACH serve as the widely known
clustering protocol because of all these attractive features
there is no assurance that CH are distributed uniformly in
the network and whether nodes are getting equal chance
of becoming CH. To solve this unevenness in the network
LEACH-C was proposed in which the cluster formation is
controlled by a central node BS [7].

In [8] the authors proposed PEGASIS (Power Efficient
Gathering in sensor information systems) where a node is al-
lowed to link and communicate only with the nearby nodes
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and a single node will take in charge for aggregating the
sensed data and for final transmission of the data to the BS
in turn wise manner. PEGASIS assumes that every node
has overall knowledge of the network. All nodes are con-
nected in chain fashion by using problem solving heuristic
to link with the optimal neighbors. In HEED [9] the authors
consider residual energy of each node and also make use of
communication power levels of nodes, which basically relates
to the distance that a node can cover, as the primary con-
cern for intra cluster formation. In intra-cluster formation
the connections of cluster head to other nodes also plays a
main factor. In TEEN [10] unlike the LEACH protocol the
nodes have to transmit the sensed data only when the data
collected reaches some pre-defined threshold value. It can
be counted as the first reactive protocol. Energy consump-
tion is substantially low as comparing to proactive network
protocol like LEACH since it does not require to transmit
the message every time it sensed.

Many channel accessing protocols [11–14] are proposed to
ensure collision reduction, energy conservation or both. In
[15], the authors proposed ECA-MAC algorithm which im-
proves the quality of service of WSN in terms of energy con-
sumption, latency and collision avoidance. The algorithm
differentiates the nodes into different levels based on their
energy level. The nodes of lower energy level are prioritized
to occupy the shared media. The probability of collision in-
creases when more number of nodes in lower level are trying
to access the shared media. To reduce the collision, the au-
thors have proposed random back off algorithm, in which the
node chooses a random interval from the contention window
to access the shared media. The drawback is that if most
of the contending nodes fall in the lower level then han-
dling collision is a difficult task even with random back off
algorithm, which ultimately increases energy consumption
and effects the performance of WSN. In [6], PSAWSN al-
gorithm presented a mechanism of allocating different slots
to contending nodes based on their requests for the channel
access. Thus, PSAWSN avoids the chances of collision be-
tween the nodes by giving priority to the contending nodes.
But the effect of energy consumption in the network is less
emphasized in this algorithm. The basic idea of CSMA/CD
is adopted in many protocols.

In [16], the authors introduced IPSM protocol which dy-
namically allots the time slots to the nodes using FIFO tech-
nique. In this protocol, node occupies the empty slot after
confirming if at least two of the neighbor nodes in its prox-
imity are not occupying that slot. In [17], a CSMA/CD
based protocol is proposed where a node keeps the infor-
mation of its neighboring nodes. If the neighboring nodes
are not using the shared media, then that node occupies it
to send the packets. In [18], variation of CSMA protocol
has been proposed. It uses the basic idea of CSMA along
with probabilistic polling basic communication (UCSMA).
In this protocol random numbers are generated for contend-
ing nodes. The nodes which have random value less than
or equal to probabilistic polling value are allowed to access

the shared media. To avoid further collision, carrier sens-
ing mechanism is used by the nodes. The UCSMA proto-
col performs better for less number of nodes in a network.
The works presented above improved the performance of the
WSN in terms of energy consumption. But the effect of in-
crease in average waiting time of the node is less emphasized
in literature. Since, this leads to the starvation of nodes and
increases energy consumption in the network thus, it has to
be addressed. Furthermore, the performance of the above
protocols degrade in terms of energy consumption in a dense
network. The objective of this paper is to solve the problem
of starvation of nodes with optimal energy consumption.

IV Conclusion

Specialists have been lured towards Sensor Network in later
past both in scholarly and mechanical areas. The plan of
compelling, strong, and versatile steering conventions for
sensor is a testing undertaking. Then again, clustering di-
recting calculations, for the most part, can well match the
imperatives and the difficulties of sensor. Accordingly; it
is plainly observed so far that, critical endeavors have been
made in tending to the systems to outline compelling and
effective clustering directing conventions for sensor in the
previous couple of years. This paper have reviewed the con-
dition of-specialty of various clustering calculations in sen-
sor network a long side leach and other critical conventions
detailed in the writing of sensor till today. Each exertion
has been made to give finish and exact cutting edge review
on energy productive clustering calculations as relevant to
sensor.
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